REQUEST FOR PROPOSALS NO. PS20190857
CONSULTING SERVICES FOR SALES TAX REVIEW
PART C - FORM OF PROPOSAL

PART C – FORM OF PROPOSAL

RFP No. PS20190857, Consulting Services for Sales Tax Review (the “RFP”)

Proponent’s Full Legal Name:


“Proponent”

Address:













Jurisdiction of Legal Organization:









Key Contact Person:












Telephone:




Fax:








E-mail:












The Proponent, having carefully examined and read the RFP, including all amendments and addenda thereto, if any, and all other related information published on the City’s website, hereby acknowledges that it has understood all of the foregoing, and in response thereto hereby submits the enclosed Proposal.

The Proponent further acknowledges that it has read and agrees to the Legal Terms & Conditions attached as Appendix 1 to this Form of Proposal.

IN WITNESS WHEREOF the Proponent has executed this Proposal Form:

Signature of Authorized Signatory for the Proponent

Date

Name and Title

Signature of Authorized Signatory for the Proponent

Date

Name and Title

APPENDICES

The Form of Proposal includes the following attached Appendices:

Appendix 1 - Legal Terms and Conditions of RFP
Appendix 1A – Privacy Compliance and Data Security Terms and Conditions
Appendix 2 - Questionnaire

Appendix 3 - Commercial Proposal

Appendix 4 - Proponents References

Appendix 5 - Certificate of Insurance

Appendix 6 - Declaration of Supplier Code of Conduct Compliance

Appendix 7 - Personal Information Consent Form(s)

Appendix 8 - Subcontractors

Appendix 9 - Proposed Amendments to Form of Agreement

Appendix 10 - Proof of WorkSafeBC Registration

Appendix 11 - Conflicts; Collusion; Lobbying

APPENDIX 1 
LEGAL TERMS AND CONDITIONS OF RFP

1.0 APPLICATION OF THESE LEGAL TERMS AND CONDITIONS

These legal terms and conditions set out the City’s and the Proponent’s legal rights and obligations only with respect to the RFP proposal process and any evaluation, selection, negotiation or other related process. In no event will the legal terms and conditions of this Appendix 1 apply to, or have the effect of supplementing, any Contract formed between the City and the Proponent, or otherwise apply as between the Proponent and the City following the signing of any such Contract.

2.0 DEFINITIONS
In this Appendix 1, the following terms have the following meanings:
(a) “City” means the City of Vancouver, a municipal corporation continued pursuant to the Vancouver Charter.
(b) “Contract” means a legal agreement, if any, entered into between the City and the Proponent following and as a result of the Proponent’s selection by the City in the City’s RFP process.

(c) “Losses” means, in respect of any matter, all direct or indirect, as well as consequential: claims, demands, proceedings, losses, damages, liabilities, deficiencies, costs and expenses (including without limitation all legal and other professional fees and disbursements, interest, penalties and amounts paid in settlement whether from a third person or otherwise).

(d) “Proponent” means the legal entity which has signed the Proposal Form, and “proponent” means any proponent responding to the RFP, excluding or including the Proponent, as the context requires.

(e) “Proposal” means the package of documents consisting of the Proposal Form (including this Appendix 1), the Proponent’s proposal submitted under cover of the Proposal Form, and all schedules, appendices and accompanying documents, and “proposal” means any proposal submitted by any proponent, excluding or including the Proponent, as the context requires.

(f) “Proposal Form” means that certain Part C of the RFP, completed and executed by the Proponent, to which this Appendix 10 is appended.

(g) “RFP” means the document issued by the City as Request for Proposals No. PS20190857, as amended from time to time and including all addenda.

3.0 NO LEGAL OBLIGATION ASSUMED BY THE CITY

Despite any other term of the RFP or the Proposal Form, including this Appendix 1 (except only Sections 7, 8.2and 10.0 of this Appendix 1, in each case to the extent applicable), the City assumes no legal duty or obligation to the Proponent or to any proposed subcontractor in respect of the RFP, its subject matter or the Proposal unless and until the City enters into a Contract, which the City may decline to do in the City’s sole discretion.

4.0 NO DUTY OF CARE OR FAIRNESS TO THE PROPONENT

The City is a public body required by law to act in the public interest.  In no event, however, does the City owe to the Proponent or to any of the Proponent’s proposed subcontractors (as opposed to the public) any contract or tort law duty of care, fairness, impartiality or procedural fairness in the RFP process, or any contract or tort law duty to preserve the integrity of the RFP process.  The Proponent hereby waives and releases the City from any and all such duties and expressly assumes the risk of all Losses arising from participating in the RFP process on this basis.
5.0 EVALUATION OF PROPOSALS

5.1 Compliance / Non-Compliance

Any proposal which contains an error, omission or misstatement, which contains qualifying conditions, which does not fully address all of the requirements or expectations of the RFP, or which otherwise fails to conform to the RFP may or may not be rejected by the City at the City’s sole discretion.  The City may also invite a proponent to adjust its proposal to remedy any such problem, without providing the other proponents an opportunity to amend their proposals.

5.2 Reservation of Complete Control over Process

The City reserves the right to retain complete control over the RFP and proposal processes at all times.  Accordingly, the City is not legally obligated to review, consider or evaluate the proposals, or any particular proposal, and need not necessarily review, consider or evaluate the proposals, or any particular proposal, in accordance with the procedures set out in the RFP, and the City reserves the right to continue, interrupt, cease or modify its review, evaluation and negotiation processes in respect of any or all proposals at any time without further explanation or notification to any proponents.

5.3 Discussions/Negotiations

The City may, at any time prior to signing a Contract, discuss or negotiate changes to the scope of the RFP, any proposal or any proposed agreement with any one or more of the proponents without having any duty or obligation to advise the Proponent or to allow the Proponent to vary its Proposal as a result of such discussions or negotiations with other proponents or changes to the RFP or such proposals or proposed agreements, and, without limiting the general scope of Section 6 of this Appendix 10, the City will have no liability to the Proponent as a result of such discussions, negotiations or changes.

5.4 Acceptance or Rejection of Proposals

The City has in its sole discretion, the unfettered right to: accept any proposal; reject any proposal; reject all proposals; accept a proposal which is not the lowest-price proposal; accept a proposal that deviates from the requirements of the RFP or the conditions specified in the RFP; reject a proposal even if it is the only proposal received by the City; accept all or any part of a proposal; enter into agreements respecting the subject matter of the RFP with one or more proponents; or enter into one or more agreements respecting the subject matter of the RFP with any other person at any time.

6.0 PROTECTION OF CITY AGAINST LAWSUITS

6.1 Release by the Proponent

Except only and to the extent that the City is in breach of Section 8.2 of this Appendix 1, the Proponent now releases the City, its officials, its agents and its employees from all liability for any Losses incurred in connection with the RFP or the Proposal, including any Losses in connection with:

(a) any alleged (or judicially determined) breach by the City or its officials, agents or employees of the RFP (it being agreed that, to the best of the parties’ knowledge, the City has no obligation or duty under the RFP which it could breach (other than wholly unanticipated obligations or duties merely alleged or actually imposed judicially));
(b) any unintentional tort of the City or its officials or employees occurring in the course of conducting the RFP process;
(c) the Proponent preparing and submitting the Proposal;

(d) the City accepting or rejecting the Proposal or any other submission; or

(e) the manner in which the City: reviews, considers, evaluates or negotiates any proposal; addresses or fails to address any proposal or proposals; resolves to enter into a Contract or not enter into a Contract or any similar agreement; or the identity of the proponent(s) or other persons, if any, with whom the City enters any agreement respecting the subject matter of the RFP.

6.2 Indemnity by the Proponent

Except only and to the extent that the City breaches Section 8.28.2 of this Appendix 1, the Proponent indemnifies and will protect, save and hold harmless the City, its officials, its agents and its employees from and against all Losses, in respect of any claim or threatened claim by the Proponent or any of its proposed subcontractors or agents alleging or pleading:

(a) any alleged (or judicially determined) breach by the City or its officials or employees of the RFP (it being agreed that, to the best of the parties’ knowledge, the City has no obligation or duty under the RFP which it could breach (other than wholly unanticipated obligations or duties merely alleged or actually imposed judicially));

(b) any unintentional tort of the City or its officials or employees occurring in the course of conducting the RFP process, or

(c) liability on any other basis related to the RFP or the proposal process.

6.3 Limitation of City Liability

In the event that, with respect to anything relating to the RFP or this proposal process (except only and to the extent that the City breaches Section 8.2 of this Appendix 10), the City or its officials, agents or employees are found to have breached (including fundamentally breached) any duty or obligation of any kind to the Proponent or its subcontractors or agents whether at law or in equity or in contract or in tort, or are found liable to the Proponent or its subcontractors or agents on any basis or legal principle of any kind, the City’s liability is limited to a maximum of $100, despite any other term or agreement to the contrary.

7.0 DISPUTE RESOLUTION

Any dispute relating in any manner to the RFP or the proposal process (except to the extent that the City breaches this Section 7 or Section 8.2 of this 01, and also excepting any disputes arising between the City and the Proponent under a Contract (or a similar contract between the City and a proponent other than the Proponent)) will be resolved by arbitration in accordance with the Commercial Arbitration Act (British Columbia), amended as follows:

(a) The arbitrator will be selected by the City’s Director of Legal Services;

(b) Section 6 of this Appendix 1 will: (i) bind the City, the Proponent and the arbitrator; and (ii) survive any and all awards made by the arbitrator; and

(c) The Proponent will bear all costs of the arbitration.

8.0 PROTECTION AND OWNERSHIP OF INFORMATION
8.1 RFP and Proposal Documents City’s Property

(a) All RFP-related documents provided to the Proponent by the City remain the property of the City and must be returned to the City, or destroyed, upon request by the City.
(b) The documentation containing the Proposal, once submitted to the City, becomes the property of the City, and the City is under no obligation to return the Proposal to the Proponent.
8.2 Proponent’s Submission Confidential

Subject to the applicable provisions of the Freedom of Information and Protection of Privacy Act (British Columbia), other applicable legal requirements, and the City’s right to publicly disclose information about or from the Proposal, including without limitation names and prices, in the course of publicly reporting to the Vancouver City Council about the RFP, the City will treat the Proposal (and the City’s evaluation of it), in confidence in substantially the same manner as it treats its own confidential material and information.

8.3 All City Information Confidential

(a) The Proponent will not divulge or disclose to any third parties any non-public documents or information concerning the affairs of the City which have been or are in the future provided or communicated to the Proponent at any time (whether before, during or after the RFP process).  Furthermore, the Proponent agrees that it has not and must not use or exploit any such non-public documents or information in any manner, including in submitting its Proposal.

(b) The Proponent now irrevocably waives all rights it may have by statute, at law or in equity, to obtain any records produced or kept by the City in evaluating its Proposal (and any other submissions) and now agrees that under no circumstances will it make any application to the City or any court for disclosure of any records pertaining to the receipt, evaluation or selection of its Proposal (or any other submissions) including, without limitation, records relating only to the Proponent.

9.0 NO CONFLICT OF INTEREST / NO COLLUSION / NO LOBBYING

9.1 Declaration as to no Conflict of Interest in RFP Process

(a) The Proponent confirms and warrants that there is no officer, director, shareholder, partner, employee or contractor of the Proponent or of any of its proposed subcontractors, or any other person related to the Proponent’s or any proposed subcontractor’s organization (a “person having an interest”) or any spouse, business associate, friend or relative of a person having an interest who is: (i) an official or employee of the City; or (ii) related to or has any business or family relationship with an elected official or employee of the City, in each case, such that there could be any conflict of interest or any appearance of conflict of interest in the evaluation or consideration of the Proposal by the City, and, in each case, except as set out, in all material detail, in a separate section titled “Conflicts; Collusion; Lobbying” in the Proposal in accordance with the form set out in Part C – Appendix 1.

(b) The Proponent confirms and warrants that there is no person having an interest (as defined above) who is a former official, former employee or former contractor of the City and who has non-public information relevant to the RFP obtained during his or her employment or engagement by the City, except as set out, in all material detail, in a separate section titled “Conflicts; Collusion; Lobbying” in the Proposal in accordance with the form set out in Part C –Appendix 1.

9.2 Declaration as to No Conflict of Interest Respecting Proposed Supply

The Proponent confirms and warrants that neither the Proponent nor any of its proposed subcontractors is currently engaged in supplying (or is proposing to supply) goods or services to a third party such that entering into an agreement with the City in relation to the subject matter of the RFP would create a conflict of interest or the appearance of a conflict of interest between the Proponent’s duties to the City and the Proponent’s or its subcontractors’ duties to such third party, except as set out, in all material detail, in a separate section titled “Conflicts; Collusion; Lobbying” in the Proposal in accordance with the form set out in Part C – Appendix 11.
9.3 Declaration as to No Collusion

The Proponent confirms and warrants that:
(a) the Proponent is not competing within the RFP process with any entity with which it is legally or financially associated or affiliated, and

(b) the Proponent is not cooperating in any manner in relation to the RFP with any other proponent responding to the RFP, 

in each case, except as set out, in all material detail, in a separate section titled “Conflicts, Collusion, Lobbying” in the Proposal in accordance with the form set out in Part C – Appendix 11.

9.4 Declaration as to No Lobbying

The Proponent confirms and warrants that:

(a) neither it nor any officer, director, shareholder, partner, employee or agent of the Proponent or any of its proposed subcontractors is registered as a lobbyist under any lobbyist legislation in any jurisdiction in Canada or in the United States of America; and

(b) neither it nor any officer, director, shareholder, partner, employee or agent of the Proponent or any of its proposed subcontractors has engaged in any form of political or other lobbying whatsoever with respect to the RFP or sought, other than through the submission of the Proposal, to influence the outcome of the RFP process,

in each case, except as set out, in all material detail, in a separate section titled “Conflicts, Collusion, Lobbying” in the Proposal in accordance with the form set out in Part C – Appendix 11.

10.0 GENERAL

(a) All of the terms of this Appendix 1 to this Proposal Form which by their nature require performance or fulfillment following the conclusion of the proposal process will survive the conclusion of such process and will remain legally enforceable by and against the Proponent and the City.

(b) The legal invalidity or unenforceability of any provision of this Appendix 1 will not affect the validity or enforceability of any other provision of this Appendix 1, which will remain in full force and effect.

(c) The Proponent now assumes and agrees to bear all costs and expenses incurred by the Proponent in preparing its Proposal and participating in the RFP process.
APPENDIX 1A
PRIVACY COMPLIANCE AND DATA SECURITY TERMS AND CONDITIONS

Certain terms used in this document will have the meanings given below or in the Agreement.  Vendor shall comply with the following terms and conditions relating to data security and compliance with applicable privacy legislation in respect of any personal information (as defined in section 1.1 below) acquired or accessed by Vendor in connection with the Agreement.

1.0 GENERAL

1.1 The following terms used in this document will have the following meanings:
(a) “FOIPPA” means the Freedom of Information and Protection of Privacy Act (British Columbia) as it may be amended or superseded from time to time;
(b) “personal information” has the meaning given in FOIPPA, PIPA or PIPEDA as applicable;
(c) “PIPA” means the Personal Information Protection Act (British Columbia) as it may be amended or superseded from time to time;
(d) “PIPEDA” means the Personal Information Protection and Electronic Documents Act (Canada) as it may be amended or superseded from time to time; and
(e) “Transmitted Data” means all data or information acquired, accessed or sent by the Vendor as a result of this Agreement, including all data or information acquired, accessed or sent by or through any software used by the Vendor to perform services under this Agreement, which data may include, without limitation, personal information and City proprietary or confidential information.
1.2 The Vendor shall not assign any of its rights or obligations under this document to a third party without the prior written consent of the City.  If the City consents to the Vendor assigning certain of its rights or obligations to a third party, in addition to any other conditions the City may require, the Vendor shall ensure, and shall cause, its assignee to comply with the privacy and data security obligations set out in this document. Alternatively, in respect of complying with data security obligations hereunder, if the City consents to the Vendor using a third party to store the Transmitted Data (e.g. if the Vendor elects to use Infrastructure as a Service (Iaas) or Platform as a Service (Paas)), evidence satisfactory to the City that such third party is able to substantially comply with similar or a higher standard of data security than as set out in this document (e.g. ISO27001 SOC 2 Type II) shall be provided by the Vendor to the City.
2.0 PRIVACY AND DATA SECURITY

2.1 Acknowledgment:  Vendor acknowledges that under this Agreement, it will acquire or have access to personal information.  Vendor further acknowledges that both the City and Vendor have obligations under FOIPPA to protect such information and that any unauthorized collection, disclosure, use or storage of such information could result in irreparable and significant harm to the City.

2.2 Privacy Legislation and Obligations
(a) the City is subject to the provisions of FOIPPA which imposes significant obligations on the City and its contractors (including Vendor) to protect all personal information acquired, accessed or sent as a result of this Agreement.  Vendor confirms and acknowledges its obligations to comply with the provisions of FOIPPA.  Vendor further confirms and acknowledges its obligations to comply with all other Applicable Laws relating to privacy and personal information including PIPA and PIPEDA in relation to any personal information (as defined in such statutes) to which Vendor has access under this Agreement.

(b) Vendor has implemented appropriate or will implement appropriate policies and security measures to comply with all Applicable Laws relating to privacy and personal information including FOIPPA, PIPA and PIPEDA, as well as to comply with the terms of this Agreement.

(c) Vendor agrees that all personal information and Transmitted Data to which Vendor has access under this Agreement is “under the control” of the City for the purposes of FOIPPA.  The City is only transferring physical custody of such information to Vendor, not control of that information, and the authority over the collection, use, disclosure, access, retention, destruction and integrity of all such information remains with the City.  At any time during the term of the Agreement, the City may exercise the foregoing control over any such information by notice in writing to Vendor and Vendor shall comply with the instructions in the City’s notice.

(d) Vendor agrees to collect, acquire, or hold only the minimum amount of personal information and Transmitted Data required to perform its duties under this Agreement. Unless otherwise authorized by FOIPPA or other Applicable Law and approved by the City, Vendor must collect personal information directly from the individual to whom the information pertains. 

(e) At or prior to the time of collection, Vendor must inform any person from whom it collects personal information:

2.2.e.1 The purpose for collecting it;

2.2.e.2 The legal authority for collecting it;

2.2.e.3 The title, business address and business telephone number of a person who can answer the individual’s questions about the collection.

(f) If an access to information request is made to Vendor under Applicable Laws relating to personal information or Transmitted Data to which Vendor has access under this agreement, Vendor shall (i) immediately, and in any event before responding to such information request, notify the City in writing of such request, and (ii) upon the City’s request  direct such information request to the City for the City to handle.  In the case of (ii), Vendor shall, at the City’s expense, deliver to the City copies of all relevant information within seven (7) days of notification by the City and shall comply with all other requests of the City.

(g) In the case of an access to information request made to the City, Vendor, at the City’s expense, shall deliver to the City copies of all relevant information within seven (7) days of notification by the City and shall comply with all other requests of the City.

(h) All personal information and Transmitted Data shall be treated as confidential and is supplied to Vendor only for the purpose of fulfilling the obligations under this Agreement. This obligation shall survive the expiry or termination of this Agreement. No such information shall be disclosed unless Vendor is legally compelled to do so and having first challenged that requirement and given the City an opportunity to challenge that requirement.

(i) In the event any governmental authorities under applicable privacy laws or otherwise make inquiries to the City or Vendor or take any actions in respect of the personal information or Transmitted Data, Vendor will, upon the City’s request, cooperate with such governmental authorities.  If such governmental authorities make inquiries or requests of Vendor, Vendor will, to the extent legally required or permitted, give prompt written notice to the City and allow the City to participate in any responses submitted by Vendor to such governmental authorities.

(j) Vendor must provide immediate notification to the City in the event that it receives a foreign demand for disclosure, as defined in s. 30.2 of FOIPPA, or has reason to suspect that unauthorized disclosure of personal information has occurred in response to a foreign demand for disclosure. Notice must include the nature of the foreign demand; who made the foreign demand; when the foreign demand was received; and what information was sought or disclosed in response to the foreign demand.

(k) Once Vendor possesses or has access to personal information and Transmitted Data, such information will be stored and backed-up on servers and other equipment that are owned or controlled by Vendor and that are physically located in Canada.  Physical and electronic access to Vendor’s servers are locked and restricted to only Vendor employees and authorized agents.  If the location of Vendor’s primary or back-up servers change, Vendor will promptly notify the City in writing of the address of the new location.  Vendor will not store any such information on any other server or equipment without the prior written approval of the City.  

(l) Except with the prior written approval of or instructions from the City, Vendor shall not modify, add, delete, destroy, share, sell, match, mine, combine, manipulate or otherwise tamper with the personal information or Transmitted Data in any way.

(m) Vendor shall not withhold any personal information or Transmitted Data to enforce payment by the City or to enforce Vendor’s rights in a dispute over this Agreement.

(n) As between the City and Vendor, the personal information and Transmitted Data are owned by the City, Vendor hereby agrees to hold such information in trust for the City, and Vendor makes no claim to any right of ownership in it.

2.3 Authorized Purposes:  Vendor may only use the personal information and Transmitted Data to which Vendor has access under this Agreement to carry out Vendor’s obligations under this Agreement and for no other purpose (“Authorized Purposes”).  Any use or disclosure of such information by Vendor that is not expressly permitted by this Agreement will require the prior written consent of the City and must comply with all Applicable Laws.

2.4 Restricted Access

(a) Vendor will permit access to personal information and Transmitted Data only to those employees and authorized agents who need such access in order to carry out the Authorized Purposes (the “Authorized Employees”). Vendor will at all times maintain a current list of Authorized Employees. Vendor will, upon the City’s request, provide the City with the list of Authorized Employees.

(b) Vendor will at all times have in place a knowledgeable senior person within its organization to be responsible for, or, to have the authority to ensure, compliance with the terms of this document (the “Compliance Representative”). The Compliance Representative will ensure that each Authorized Employee is aware of the terms of this Agreement, and to maintain proof, in writing, that the terms have been explained and understood by each Authorized Employee.  Upon entering into this Agreement, Vendor will notify the City in writing as to the name of the Vendor Compliance Representative.  Vendor will promptly advise the City of any change to the Compliance Representative.
2.5 Security:  Vendor will have appropriate physical, organizational and technological security measures (consistent with best practices in the software industry) in place to ensure that all personal information and Transmitted Data is collected, accessed, used, disclosed and destroyed only by Authorized Employees, including without limitation:

(a) restricted access to records containing paper copies of personal information and Transmitted Data;

(b) restricted access to personal information and Transmitted Data stored on computer systems and electronic storage devices and media, by using unique user IDs and passwords that are linked to identifiable Authorized Employees; and

(c) systems containing personal information and Transmitted Data will be capable of providing an audit trail and user access logs, which logs will be retained by Vendor during the term of this Agreement and for at least two (2) years following its expiry, termination, or destruction of the personal information and Transmitted Data.

(d) Vendor must ensure that the data centre and servers containing the personal information and Transmitted Data meets the following physical and electronic security requirements:

2.5.d.1 single point of entry;

2.5.d.2 access only to persons on Vendor approved access list;

2.5.d.3 log-in validation;

2.5.d.4 creation of accounts only as verified by Vendor;

2.5.d.5 external or WIFI access to servers via encrypted means; and

2.5.d.6 servers running behind secure firewall.

2.6 No Storage, Access or Transmission outside Canada; Limited Exception:  

(a) Subject to the exception set out in subsection 2.6(b) below, Vendor will not (i) store personal information or Transmitted Data outside Canada, (ii) access or make accessible personal information or Transmitted Data from outside Canada, or (iii) otherwise permit any personal information or Transmitted Data to leave Canada.  
(b) Notwithstanding the above, Vendor is permitted under subsection 33.1(1)(p) of FOIPPA to disclose personal information outside of Canada strictly under the following limited circumstances:
2.6.b.1 such disclosure is necessary for Vendor to install, implement, maintain, repair, trouble shoot, or upgrade an electronic system or equipment that includes an electronic system, or for data recovery being undertaken following failure of an electronic system;
2.6.b.2 such disclosure is limited to temporary access and storage by Vendor or its authorized sub-contractor outside of Canada for the minimum time and to the minimum amount of information necessary for the purpose set out in s. 33.1(1)(p)(i) of FOIPPA;

2.6.b.3 once the purpose of disclosure is fulfilled, all applicable personal information accessed or retained by Vendor or its authorized sub-contractor is irrevocably and permanently destroyed and deleted and all temporary access to that personal information is revoked. If requested by the City, Vendor has certified the foregoing in writing (with the City having a right to audit or verify the foregoing, acting reasonably);

2.6.b.4 all processes and requirements requested by the City in respect of such disclosure (including, without limitation, how such disclosure will be made (e.g. through a dedicated VPN) , how such information will be accessed, whether such information may only be viewed outside Canada but not retained, etc.) have been complied with by Vendor;

2.6.b.5 Vendor complies with all Applicable Laws outside Canada regarding Vendor’s disclosure and handling of such information provided that if there is a conflict between such Applicable Laws outside Canada and Applicable Laws of Canada (including, without limitation, FOIPPA, PIPA and PIPEDA), Vendor shall first comply with Applicable Laws of Canada; and
2.6.b.6 upon request by the City, acting reasonably, Vendor cooperates in good faith in facilitating the audit or verification of Vendor’s compliance with the foregoing by the City.
2.7 Information Retention, Transfer to the City and Destruction:  

(a) Vendor’s Retention, Transfer to the City and Destruction:  Vendor is only permitted to retain personal information, Transmitted Data or any records of such information in any form whatsoever (including without limitation hard copy or electronic formats) during the term of this Agreement and for one year after the end of the term.  During this period of time, Vendor shall hold all such information in compliance with the security, privacy and confidentiality requirements of this Agreement. Any personal information that is used by or on behalf of the City to make a decision that directly affects the individual must be retained for at least one year after being used so the affected individual has a reasonable opportunity to obtain access to that personal information. At any time during the term of this Agreement and for a period of one year after the end of the term, Vendor shall, at the City’s request, transfer a copy of any such information to the City in a format reasonably requested by the City.  Upon the expiry of one year after the end of the term, Vendor will transfer a copy of all such information to the City in a format reasonably requested by the City and then permanently and securely destroy all such information and all records thereof in a manner that is appropriate for the media so all such information or any portion of it cannot be subsequently retrieved, accessed or used by Vendor or any other person.  After all such information is transferred to the City and subsequently destroyed; Vendor shall deliver a written notice of confirmation to the City (in form and substance satisfactory to the City).

2.8 Inspection and Compliance

(a) During this Agreement and during the period of time that Vendor is permitted by this document to retain personal information and Transmitted Data, the City’s authorized representative may, on reasonable notice and during regular business hours, enter Vendor’s premises and/or will be given access to Vendor’s computer systems to inspect any personal information and Transmitted Data in the possession of Vendor or any of Vendor’s information management policies or practices relevant to its compliance with this Agreement.

(b) the City may request Vendor to provide a written certificate confirming Vendor’s compliance with all obligations under this document, and if so requested, Vendor will within ten (10) business days either:

2.8.b.1 provide such certificate; or

2.8.b.2 provide a notice of non-compliance in accordance with section 1.9.

(c) Vendor will promptly forward to the City any records that the City may request in order to review whether Vendor is complying with this Agreement.

(d) If requested by the City, acting reasonably, Vendor will appoint an independent, external auditor at the City’s expense to review Vendor’s information and security practices under this Agreement. Vendor will provide copies of the results of any such audit to the City within seven (7) days of receiving the auditor’s report.

(e) Vendor will promptly and fully comply with any investigation, review, order or ruling of the Office of the Information and Privacy Commissioner (British Columbia) in connection with the personal information and Transmitted Data.

2.9 Written Notice of Non-Compliance.  Vendor will immediately notify the City in writing of any non-compliance or anticipated non-compliance with this document and will further inform the City of all steps Vendor proposes to take to address and prevent recurrence of such non-compliance or anticipated non-compliance.
2.10 Survival:  The obligations in this document shall survive the expiration or earlier termination of this Agreement.

3.0 ADDITIONAL TERMS GOVERNING STORAGE AND ACCESS OF INFORMATION

3.1 Vendor shall, in respect of storage of, and access to, personal information and Transmitted Data:
(a) take a physical inventory, at least annually, of all records containing such information, to identify any losses;

(b) ensure that records are not removed from storage premises without appropriate written authorization from the City;

(c) use physically secure areas for the storage of records and restrict access to Authorized Employee;

(d) ensure that access to documentation about computer systems that contain such information is restricted to Authorized  Employees;

(e) ensure that users of a system or network that processes such information are uniquely identified and that, before a user is given access to the system or such information, their identification is authenticated each time;

(f) implement procedures for identification and authentication, which include:

(i) controls for the issue, change, cancellation and audit-processing of user identifiers and authentication mechanisms;

(ii) ensuring that authentication codes or passwords:

(1) are generated, controlled and distributed so as to maintain the 
confidentiality and availability of the authentication code;

(2) are known only to the authorized user of the account;

(3) are pseudo-random in nature or vetted through a verification 
technique designed to counter triviality and repetition;

(4) are no fewer than 6 characters in length;

(5) are one-way encrypted;

(6) are excluded from unprotected automatic log-on processes; 
and

(7) are changed at irregular and frequent intervals at least semi-
annually;

(g) maintain and implement formal procedures for terminated employees who have access to such information, with prompts to ensure revocation or retrieval of identity badges, keys, passwords and access rights;

(h) take reasonable security measures in respect of such information displayed on computer screens or in hardcopy form to prevent viewing or other access by unauthorized persons;

(i) implement automated or manual controls to prevent unauthorized copying, transmission or printing of such information; and

(j) implement control procedures to ensure the integrity of such information being stored, notably its accuracy and completeness.

3.2 Vendor must store personal information and Transmitted Data on agreed-upon media in accordance with prescribed techniques that store such information in a form that only Authorized Employees may access.  These techniques may include translating such information into code (encryption) or shrinking or tightly packaging such information into unreadable form (compression).

3.3 Vendor shall store backup copies of personal information and Transmitted Data off-site under conditions which are the same as or better than originals.

3.4 Vendor shall securely segregate personal information and Transmitted Data from information owned by others (including Vendor), including by installing access barriers to prevent information elements from being associated (including compared or linked, based on similar characteristics) with other information, including:

(a)
separate storage facilities for such information;

(b)
authorization before a person is granted access to computers containing such information; and

(c)
entry passwords and the employment of public key encryption/smart card technology where practicable.

3.5 Vendor shall ensure the integrity of personal information and Transmitted Data stored, processed or transmitted through its system or network.

3.6 Vendor shall co-operate with, and assist in, any City investigation of a complaint or concern that personal information or Transmitted Data has been collected, used, handled,  disclosed, stored, retained or destroyed contrary to the terms of this Agreement, FOIPPA or any other Applicable Laws.

3.7 As per Section 2.8, the City shall be able to access Vendor’s premises and other places where Vendor’s servers and other equipment are located to recover any or all the City records, personal information and Transmitted Data and for auditing purposes to ensure compliance with the terms of this Agreement.

APPENDIX 2
QUESTIONNAIRE

Complete this Questionnaire in the form set out below, attach additional pages if necessary. 
Privacy Questionnaire - The City will review the Proponent’s answers to this Privacy Questionnaire to determine if the proposal will be moving forward for evaluation. If the answers are not acceptable the proposal will not be further evaluated.
	Does the proponent store personal information on servers located in Canada?  Please indicate where specifically.

	


	Is personal information accessed from outside Canada? If so, for what purpose?

	


	For what purposes does the proponent use personal data collected from or on behalf of the City? Does the proponent sell data?

	


	Provide copies of your organization’s privacy policies, specifically in relation to how you handle personal information that will be collected from or on behalf of the City.

	


	Does the proponent acknowledge that they will be subject to FIPPA for purposes of the services delivered under this agreement?

	


	Does the proponent have a good understanding of its obligation under FIPPA, PIPEDA, and PIPA?

	


Executive Summary

	In the space below, provide a brief executive summary of your Proposal.

	


Proponent Overview

	In the space below, provide a description of the Proponent’s company, number of employees, purpose and history of successes.  If the head office of the Proponent is located within the City of Vancouver or if the Proponent is to perform any work at a site located within the City of Vancouver, this section should also indicate whether the Proponent has a valid City of Vancouver business license (or, if available, a Metro West Inter-municipal Business License).

	


Key Personnel

	In the space below, identify and provide professional biographical information for the key personnel that would perform the Proponent’s work, outlining their intended roles in performing the Scope of Work.  If appropriate, also attach to this Form of Proposal as an additional Appendix CVs and a complete organization chart, identifying all roles and areas of responsibility.

	


Work Plan / Scope of Work
	In the space below (or attached to this Form of Proposal as an additional Appendix clearly titled “Work Plan / Scope of Work”), detail the sequential process by which the Proponent proposes to undertake the work, including a timeline as necessary.  Describe how your Proposal is responsive to the Scope of Work.  The Proponent’s work plan should make reference to the Scope of Work as appropriate.  

	


Systems / Technology

	In the space below, please outline the system(s) / technology that your company used to perform the services.  

	


Innovation

	Notwithstanding any other provision hereof, the City welcomes Proposals respecting innovative or novel approaches to the City’s objectives and requirements and may consider value-creating Proposals that derogate from the Scope ow Work.  In the space below, note any proposed innovative approaches to meeting the City’s requirements. 

	


Alternative Solutions

	If, in addition to proposing services which meet the Scope of Work, the Proponent wishes to offer an alternative or alternatives, the alternative solution(s) should be described in the space provided below.  Any pricing impact of the alternative solution(s) should also be provided.

	


Supplier Diversity

	Please note that these Supplier Diversity questions are optional and will not form part of the evaluation of this RFP.  Proponent answers to Supplier Diversity questions are for information gathering purposes only and will be kept confidential in accordance with the Legal Terms and Conditions of this RFP.

In the space below, indicate the Proponent’s company profile with regards to social value and economic inclusion supporting equity, diversity, inclusion and reconciliation, including social/environmental certifications, workforce diversity and/or if owned/controlled by an equity-seeking demographic (including but not limited to non-profit, cooperative, Women, Indigenous Peoples, Ethno-cultural People (minorities, newcomers, immigrants), persons with disabilities or LGBTQ+ people).

	Majority owned/controlled/ by:

· Women 

· Indigenous Peoples

· Non-Profit/Charity (Social Enterprise)

· Coop

· Community Contribution Corporation (3C/CCC)

· Ethno-cultural Persons

· People with Disabilities

· LGBTQ+

· Other: please indicate
	Workforce Diversity:

· Women 

· Indigenous Peoples

· Ethno-cultural People

· People with Disabilities

· LGBTQ+

· Other: please indicate
	Social / Environmental Certifications

· BCorp

· BuySocial

· Supplier Diversity Certification

· Fairtrade

· Green Business Certification (ie. LEED, ClimateSmart)

· Other: please indicate


APPENDIX 3 
COMMERCIAL PROPOSAL

Complete this Appendix 3 - Commercial Proposal in Excel spreadsheet format posted as a separate document on City’s bid website along with this RFP. 
Proponent to provide proposed pricing and payment terms, which should be in accordance with Part A , Section 7.0 of the RFP (as well as any other sections of the RFP imposing requirements as to pricing).

When submitting its Proposal by email, please ensure Appendix 3 – Commercial Proposal is provided as a separate file to the entire Proposal.
APPENDIX 4
PROPONENT’S REFERENCES

Complete this Appendix 4 - Proponents References in the form set out below with references that are relevant to the Scope of Work set out in this RFP.
	Client Name # 1
	

	Address (City and Country)
	

	Contact Name
	

	Title of Contact
	

	Telephone No.
	

	E-mail Address
	

	Length of Relationship
	

	Type of Goods and/or Services provided to this Client
	


	Client Name # 2
	

	Address (City and Country)
	

	Contact Name
	

	Title of Contact
	

	Telephone No.
	

	E-mail Address
	

	Length of Relationship
	

	Type of Goods and/or Services provided to this Client
	


	Client Name # 3
	

	Address (City and Country)
	

	Contact Name
	

	Title of Contact
	

	Telephone No.
	

	E-mail Address
	

	Length of Relationship
	

	Type of Goods and/or Services provided to this Client
	


APPENDIX 5
CERTIFICATE OF INSURANCE

Appendix 5 is to be duly completed and signed by the Proponent’s insurance agent or broker as evidence of its existing insurance, along with a letter from its insurance broker or agent indicating whether or not (and, if not, then to what extent) it will be able to comply with the insurance requirements set out in the Form of Agreement, should the Proponent be selected as a successful Proponent.  (Any successful Proponent will also be required to provide proof of the satisfaction of all insurance requirements prior to or concurrently with the City entering into any Agreement.)
APPENDIX 6
DECLARATION OF SUPPLIER CODE OF CONDUCT COMPLIANCE

Complete this Appendix 6 - Declaration of Supplier Code of Conduct Compliance in the form set out below.
All proposed suppliers are to complete and submit this form to certify compliance with the supplier performance standards set out in the Supplier Code of Conduct.

The City of Vancouver expects each supplier of goods and services to the City to comply with the supplier performance standards set out in the City’s Supplier Code of Conduct (SCC) <http://vancouver.ca/policy_pdf/AF01401P1.pdf>.  The SCC defines minimum labour and environmental standards for City suppliers and their subcontractors.

Suppliers are expected to comply with the aforementioned standards upon submitting a tender, proposal, application, expression of interest or quotation to the City, or have a plan in place to comply within a specific period of time.  The City reserves the right to determine an appropriate timeframe in which suppliers must come into compliance with these standards.  To give effect to these requirements, an authorized signatory of each proposed vendor must complete the following declaration and include this declaration with its submission:

As an authorized signatory of ____________________________(vendor name), I declare that I have reviewed the SCC and to the best of my knowledge, ___________________________ (vendor name) and its proposed subcontractors have not been and are not currently in violation of the SCC or convicted of an offence under national and other applicable laws referred to in the SCC, other than as noted in the table below (include all violations/convictions that have occurred in the past three years as well as plans for corrective action).
	Section of SCC / title of law
	Date of violation /conviction
	Description of violation / conviction
	Regulatory / adjudication body and document file number
	Corrective action plan

	
	
	
	
	

	
	
	
	
	


I understand that a false declaration and/or lack of a corrective action plan may result in no further consideration being given to the submission of ____________________________ (vendor name).

Signature:










Name and Title:








APPENDIX 7
PERSONAL INFORMATION CONSENT FORM(S)

Complete one copy of this Appendix 7 - Personal Information Consent Form(s), in the form set out below, for each key personnel for whom a CV or other information regarding employment history and qualifications has been included in the Proposal.
PERSONAL INFORMATION CONSENT FORM

Reference:  RFP PS20190857
Title:
Consulting Services for Sales Tax Review
With the provision of my signature at the foot of this statement I, 













 (Print Name) consent to the indirect collection from 















(Print Name of Proponent) of my personal information in the form of a work history, resume or summary of qualifications.

In consenting to this indirect collection, I understand that my personal information, so collected, will be used by the City for the sole purpose of evaluating the submitted response to the above-noted procurement process.  I understand further that my personal information, once collected by the City, will be handled by the City in accordance with the provisions of the (BC) Freedom of Information and Protection of Privacy Act.


Signature



Date

APPENDIX 8
SUBCONTRACTORS

Complete this Appendix 8 - Subcontractors in the form set out below by listing all of the subcontractors that the Proponent proposes to use in carrying out its work under an Agreement, or state that the Proponent does not propose to use any subcontractors.

If selected to enter into an Agreement with the City, the Proponent may be limited to using subcontractors listed in its Proposal.  If the City objects to a subcontractor listed in a Proposal, the City may permit a Proponent to propose a substitute Subcontractor acceptable to the City.

	Subcontracted Scope
	

	Subcontractor
	

	Contact (name, title, email, telephone no.)
	

	Approximate Percent of the Work to be Subcontracted
	

	Social Value Business - shall mean a business that has a recognized environmental or social certification and/or is majority owned/controlled by an equity-seeking demographic (including but not limited to non-profit, cooperative, Women, Indigenous Peoples, Ethno-cultural People (minorities, newcomers, immigrants), persons with disabilities or LGBTQ+ people).
	In the space below, detail the Proponent’s proposed use of Social Value Businesses as sub-contractors/consultants (if any) and provide brief company profiles of those Social Value Businesses and descriptions of how they qualify as Social Value Businesses.

	 

	The Subcontractor’s Relevant Experience (identify at least three similar projects within the last five years, including the client)
	1.
Project Name:
	

	
	
Client:
	

	
	
Nature of Work:
	

	
	
Value:
	

	
	
Client Contact:
	

	
	2.
Project Name:
	

	
	
Client:
	

	
	
Nature of Work:
	

	
	
Value:
	

	
	
Client Contact:
	

	
	3.
Project Name:
	

	
	
Client:
	

	
	
Nature of Work:
	

	
	
Value:
	

	
	
Client Contact:
	


APPENDIX 9
PROPOSED AMENDMENTS TO FORM OF AGREEMENT

Complete this Appendix 9 – Proposed Amendments to Form of Agreement in the form set out below by detailing any proposed amendments to the Form of Agreement attached as Part D.  If no amendments to the Form of Agreement are proposed, state “none”.  It is at the City’s sole discretion whether or not these proposed amendments will be considered for the Form of Agreement.

	Section / General Condition
	Proposed Amendment
	Rationale and Benefit

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


APPENDIX 10
PROOF OF WORKSAFEBC REGISTRATION

Attached as Appendix 10 to this Form of Proposal, proof of valid WorkSafeBC registration.
APPENDIX 11
CONFLICTS; COLLUSION; LOBBYING

Complete this Appendix 11 – Conflicts; Collusion; Lobbying in the form set out below by setting out any exceptions to the declarations in Section 9.0 of the Legal Terms and Conditions attached as Appendix 1 to this Part C - Form of Proposal or indicate that there are no exceptions, as applicable.

	Exceptions to Declaration as to No Conflict of Interest in RFP Process (Section 9.1 of Legal Terms and Conditions)
	

	Exceptions to Declaration as to No Conflict of Interest Respecting Proposed Supply (Section 9.2 of Legal Terms and Conditions)
	

	Exceptions to Declaration as to No Collusion (Section 9.3 of Legal Terms and Conditions)
	

	Exceptions to Declarations as to No Lobbying (Section 9.4 of Legal Terms and Conditions)
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